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Abstract 
Research Topic: Informatics is concerned with the origin of information or data and 
the processes of its collection, organization, storage, retrieval, interpretation, 
dissemination, transformation and use of it. Information is a non-material thing, but it 
can be the subject of financial rights, and the same applies to the information program. 
Research Importance: 
1- A statement of the financial value of the information, data and information program, 
and its subjection to property rights. 
2- A statement of the elements of informatics and their relationship to the legal 
adaptation of them as a novelty that calls for legal protection. 
Search Problem: Informatics and its multiple applications have led to the emergence of 
new legal problems, especially with regard to defining its nature, organizing and 
protecting it as public or private property, or information money. 
Search Structure: This research has been divided into three sections, the first one 
being; The nature of informatics, while the second topic dealt with; its elements, while 
the third topic dealt with; its legal nature. 
The most important results: The inability of the Iraqi legal system to extend 
protection for information funds from violation and assaults, and that the means of 
protection provided by the laws in force are insufficient and ineffective. 
Key words: (Informatics, Information Program, Property Rights, Information 
Money, Electronic Laws) 
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