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Abstract 
In recent years, the world has been witnessing new types 

of methods and means of warfare that have developed 

advanced technology programs used for military purposes 

called Cyber Space, an electronic digital domain extending 

the various communications lines of metal, light and air 

and its channels on the Internet. Which is a challenge for 

international law specialists to subject these attacks to the 

rules of international law  

These attacks target civilian infrastructure and objects, 

including those with dangerous forces that have been 

protected by international law because they cause serious 

harm to civilians and the surrounding environment. 

Without any real or physical confrontation with the 

adversary, which requires the prevention of the violation 

of international law through such attacks, through the 

activation of international responsibility in the event of a 

violation of the rule of the rule of international law  
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